
The threat of cyber attacks is a growing concern for organisations across 
the globe, and it is becoming increasingly important for executives and 
boards of directors to understand and manage the risks associated with 
cyber security. Cyber risk management is a key enterprise risk and requires 
structured and comprehensive board and executive level focus.
The board of directors is ultimately responsible for ensuring 
the long-term success and stability of the company, and must 
therefore understand and manage the risks associated with 
cyber security. We will work with you to raise awareness of 
the liability of directors and executives in relation to cyber risk 
and help you create a strategy around managing that risk at 
an executive level.

What is cyber risk management and 
resilience training?
Marsh cyber risk management and resilience training 

identifies and focuses on the key elements of boardroom risk 
relating to cyber security. It outlines board responsibilities, 
key risks of a cyber-incident to solve for and addresses the 
steps to be taken at an executive level to build resiliency 
around cyber risk management.

Delivery method
This training session is delivered as an interactive experience 
between Marsh Cyber Advisory leaders and your executive 
and board. It involves updates in relation to cyber and a 
discussion of the questions that the board and executive 
should be asking in relation to cyber security.
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In our interactive workshop, 
we will help you:

Gain an understanding of the 
roles and responsibilities of the 
board and executive team in the 
context of cyber risk management

Understand the cyber threat 
landscape and specific 
industry vulnerabilities your 
organisation may face

Provide insight into the 
current cyber risk trends, 
cyber landscape and cyber 
risk management options

Discuss steps to be taken
in building a cyber strategy 
to improve resilience and 
respond to cyber events

Create a list of questions for the 
board to utilise in communicating 
about cyber risk and to enable 
informed cyber risk decisions

Comprehend the current 
cyber risk landscape

Determine the roles and 
responsibilities of board 
and executive

Gain tools and expertise 
for directors to lead and 
make informed decisions

Understand current 
regulatory regime 
relating to cyber risk

Define a cyber risk 
management strategy

Promote a culture of cyber 
security and resilience at 
executive level

Key Contact
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For more information about how you can benefit from 
our services, please contact your Marsh Risk Advisor.

Gill Collins
Head, Cyber Incident Management 
and Cyber Consulting, Pacific
+61 499 364  283
gill.collins@marsh.com

Steve Thompson
Senior Manager, Cyber Solutions –
Marsh Advisory, APAC
+61 467 958 546
steve.thompson@marsh.com

WHY MARSH
As experts in enterprise and cyber risk, we help you 
take an enterprise wide, scalable approach in building 
your cyber resilience.

Together, we identify your risks, and develop a best-for-
you program and team of partners to help manage it.

Informing your approach and  
decision-making process with our  
25 years of cyber expertise and data-driven insight.

So that your path to cyber resilience  
is more productive and predictive;  
and your outcomes are more efficient  and effective.

BENEFITS


